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SALLNTA TTEPCOHAJIbHbIX JAHHbIX

Mpoueccbl 06paboTku M/H eef Mpouecchl sawmTbl MOH
«  CoOTBETCTBME MPOLIEECCOB 06PABOTKM . Cucrema 3awnTbl MAOH

[+ TpeboBaHWAM 3aKOHOA4ATENbCTBA «  Bsaumopgencrteume ¢ [ ocCOlMKA
*  OpraHusaunoHHo-pacnopaanTenbHas n PKH
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HA HYTO HEOBXOAUMO ObPATUTb BHUMAHUE

Bonpocbl 06paboTku MAH (M3ameHeHmsa 2022 1)

CpefcTBa 3almTbl MHhDOoPMaLMm

Mogenb yrpo3 6e30nacHoOCTK MHpopMaLmn

OLeHKa COOTBETCTBUA




SALLUNTA KA

KaTteropupoBaHue o6bekToB KN i3 ObecneyeHune 6e3onacHOCTH

St 0BbeEKTOB KW
+  OnpeneneHne nepeyHs

06bekToB KN - CucTtema obecneyeHus
«  OnpenenexHne kaTeropmm 6e30nacHOCTY 06bekToB KNV
3HAYMMOCTU 0O beKTOB KW « Bsanmopgenctaue ¢ [ ocCOIMNKA
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HA HUTO HEOBXOAUMO ObPATUTb BHUMAHUE

BbigeneHne oobexkToB KW

OH60CHOBaHME Mo NokasaTensam

KpUTEPUEB 3HAUYUMOCTU
[leprnogmnyecknin nepecMoTp
pe3ynbTaTOB KaTeropmpoBaHms
Ykas [pesngeHta PO oT 1 mad
2022 N2 250




[MOJIOXXEHNA BAHKA POCCUU MO SALLUTE NHOOPMALINI

@ [lonoxeHne baHka Poccun ot 17.04.20719 N2 6831 *E’
«06 ycTaHOB/EHMW 065A3aTEeNbHbIX AN1A KPeAUTHbIX
opraHmM3aLunin TpeboBaHNM K 06eCneYeHnto
3aLLWTbI MHPOPMALWN MPU OCYLLIECTBIIEHNN + besonacHoCcTb NporpaMMHOro obecneyeHus
6aHKOBCKOW AeATENIbHOCTH B Lienax
MPOTUBOAENCTBUA OCYLLECTBEHUIO NEPEBOLOB

TpeboBaHus No 3awmTe nHHopMaLmm

* TexHonorunyeckue Mepbl

° TeCTI/IpOBaHl/Ie Ha NMPOHNKHOBEHNE N aHAJTN3

AEHEXHbIX CPEACTB 6e3 cornacusa KnmeHTa» y$:|3Bl/]MOCTeV| B
® [lonoxeHue baHka Poccun ot 17.08.2023 N 82111 * CooteetcTsue Tpe6oBarnam no 1b
«O TpeboBaHUAX K 06eCneYeHnto 3aLmTbl
MH®OOPMaLIMK NMPU OCYLLECTBSIEHNN MEPEBOOB r
LIEHEXHbIX CPEeACTB 1 O MOPSAAKE OCYLLECTBNEHMS
BaHkoM Poccumn KOHTpons 3a CO6M0AEHNEM PekomeHpgaummn 12-MP
TpeboBaHNN K 06ECNEYEHNIO 3aLLNTDbI
MHMOPMAaLMY NPV OCYLLECTBIEHWN NEPEBOAOB *  OueHKa BbIMOJHEHWS TpeboBaHWIM [MOI0XKEHMIA

LAEHEXHbIX CPeACTB»

e [lonoxeHune baHka Poccum ot 25.07.2022 N2 802-T1
«O TpeboBaHUAX K 3aLnTe MHMOPMaLK B
nnaTtexHow cucteme badHka Poccum»



[MNOJIOXXEHNA BAHKA POCCUI 110 SALLUTE NHOOPMALINIA

'
Sods FOCT P 57580.1-2017 «BesonacHocTb aodo FOCT P 57580.2-2018 «besonacHocTb
' (BUHaHCOBbIX (6aHKOBCKYX) OnepaLjyil. ' e (BUHaHCOBbIX (6aHKOBCKMX) ONepaLjyit.
3almTa nHpopMaLmm UHAHCOBbLIX 3alwmTa nHpopMaLmm UHAHCOBbLIX
opraHm3aauuin. basoBbln HAboOP opraHmsaumn. Metoamka OLEHKN
OPraHM3aLMOHHbBIX U TEXHUYECKUX MEpP» COOTBETCTBUA»
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HA HYTO HEOBXOAUMO ObPATUTb BHUMAHUE

TpeboBaHusa No 31 ns MNonoxeHui

C60p NCXOOHbIX JAaHHbIX 1 CBUAETENbCTB

Bbibop Mep 3aLmTbl MHDOPMaLIMK
NHTepnpeTaums TpeboBaHuii no Nb
OT4yeTHas AOKYMeHTaums

3anonHenne gopmbl no OKY/ 0409071




[MOJTOXXEHNA BAHKA POCCUIA T10 OINEPALNOHHBIM
PUCKAM U OMNEPHALEXHOCTU

-

Monoxxenue ot 08.04.2020 N 716-T1 21| Monoskenvie ot 12.01.2022 N 787-M

«O TpeboBaHMNAX K CUCTEME YNpaBeHns «O TpeboBaHMNAX K 0becneYeHnto 3alnTbl MHPOPMaLUK
onepaLmoHHbIM PUCKOM B KPeaUTHOW opraHm3aumm v MNpW OCYLLECTBNEHNN NEPEBOAOB AEHEXHbIX CPEACTB N O
H6AHKOBCKOW rpynne» nopsaaKe ocyllecTBneHna baHkoM Poccun KOHTPOIA 3a
CObMOAEHNEM TPEBOBAHMUI K O6ECNEeYEHNIO 3aLLUTb
MH(OPMaLMK NMPY OCYLLECTBEHUN NEPEBOLOB
JEHEXHbBIX CPEACTB

FOCT P 57580.3-2022 L FOCT P 57580.4-2022 L MeToanyeckme pekoMeHgaLmm
«besonacHOCTb PUHAHCOBbIX «besonacHOCTb PUHAHCOBbIX MO YNpaB/IEHNO PUCKOM
(6aHKOBCKMX) OnepaLjuii. (6aHKOBCKMX) onepaLmit, MHMOPMALMOHHOW
YnpaBfeHne puckom peanmsaumm Ob6ecneyeHne onepaLnoHHOW 6e30MacHOCTH
MHMOOPMALMOHHBIX Yrpo3 U HageXXHOCTU. basoBbI cocTas M 06EeCNeYeHNto OnepaLMoHHOM
obecneyeHme onepaLnoHHOM OpraHM3aLMOHHbIX U Hage>xHocTu» oT 21.03.2024 Ne
HageXXHOCTW. OOLLUME NMONOXKEHNS» TEXHUYECKUX Mep» 7/-MP




MEXOYHAPOOHbIE TPEBOBAHWA MO UB

SWIFT Customer Security Policy SWIFT Customer Security Controls
(MonuTmka 6e30MacHOCTH Framework (KoHuenuus
nonb3oBaTtenen SWIFT) obecrneyeHna 6e30MnacHoOCTH
nonb3oBaTtenen SWIFT)

Y

TpeboaHusa ctaHaapTa PCI DSS




ANGARA SECURITY

ASM .‘

3y4eHne NoBepXHOCTM aTaku
KaK Havano nyTn K 6e30nacHoCTH

Makcum BExxoB

PykoBoanTeib 0TAea HeENpepbIBHOIO
MOHWTOPKHIra 6e3onacHoOCT1 Angara Security




[MTOBEPXHOCTb ATAKW

KaXkabli COTPYAHUK MHPOPMALMOHHOM 6€30MaCHOCTM B
KOMMaHW1 OOJIXXEH 3HATb BCE BBEPEHHbIE EMY OOBEKTHI
3aLLUNTbI.

M Tak Kak As1a KaXkoro o6bekTa cyLlecTByeT
MHOXECTBO BEKTOPOB aTak, COBOKYMHOCTb UX
CKlablBaeTCA B TEPMUH «MOBEPXHOCTb aTaKm».

*BekTop aTaku — nocfenoBaTesibHOCTb AEUCTBUIA UN CPEACTBO
A5 NOSyHeHNs HeaBTOPM30BAHHOIO AOCTYMNa K 3alyLLEHHON
MHMOOPMALIMOHHOM CUCTEME.
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ATAKU = YASBUMOCTW

YA3BMMOCTL — HEOCTATOK B CUCTEME, UCTONb3YS
KOTOPbI MOYXHO HAMEPEHHO HapPYLLUTL ee
LIeNIOCTHOCTb M BbI3BaTb HEMPaBUTbHYHO
(HempeAckasyemyto) paboTy, B TOM YMC/IE NOYYUTb
HEaBTOPW30BaHHbI AOCTYM K CUCTEME.




ATAKHN = YASBNMOCTU

OYeHb MHOI0 YA3BUMOCTEWN

28 298 . 8 181

3anucen b0 onybIMKOBaHO B 3anuvcen B 2023 roay
2023 roay B 6a3e ys13BMMOCTEN 6b1/10 ONYyHANMKOBAHO
Common Vulnerabilities and B BAY OCTIK

Exposures (CVE)

14 748 . 4 807

3anucer 66110 ony6/IMKOBaHO B 3anucen B 2024 roay
2024 rony B 6a3e ys13BMMOCTEN 6b1/10 ONYyHNKOBAHO B
Common Vulnerabilities and BAY ®CT3IK

Exposures (CVE)



https://www.cve.org/
https://bdu.fstec.ru/vul
https://www.cve.org/
https://bdu.fstec.ru/vul
https://www.tadviser.ru/index.php/Статья:Информационная_безопасность_(рынок_России)#.2A_.D0.98.D1.82.D0.BE.D0.B3.D0.B8_2021_.D0.B3.D0.BE.D0.B4.D0.B0_.D0.B8_.D0.BF.D0.B5.D1.80.D1.81.D0.BF.D0.B5.D0.BA.D1.82.D0.B8.D0.B2.D1.8B_2022_.E2.80.93_.D0.B4.D0.B0.D0.BD.D0.BD.D1.8B.D0.B5_TAdviser
https://www.cnews.ru/reviews/rynok_it_itogi_2021/review_table/fa9d6531763e8091f5ca4acc862eba27b7ff88c2
https://www.cnews.ru/reviews/importozameshchenie_2022/review_table/156e8a7d05d342c4e97260621dee9b298731e243
https://www.comnews.ru/content/223117/2022-11-18/2022-w46/nacionalnom-kiberpoligone-proshla-masshtabnaya-trenirovka-obespecheniya-kiberustoychivosti-organizaciy-realnom-vremeni?ysclid=lamd3idl9a461032286

YTPABJIEHUE YASBUMOCTAMN

HernpepbIBHbIN
LMK U3
cnefyroLwmx




YTTPABJIEHUE
YASBUMOCTAMU — 9TO CJTOXXHO

[na rpamMoTHOro npotecca VIV HeobX0AMMO y4YecTb
BbIMOSIHEHWE CNeayroLLMX 3a4ay:

*  BbICcoko nepunoanyHaa MHBEHTapMU3aLMs MHPPaACTPYKTYPbI
C NMPUMEHEHNEM MHOXECTBA NHCTPYMEHTOB /15
HUBENMPOBAHMA NMOSBIEHNSA aKTUBOB BHE
3aJ0KYMEHTNPOBAHHOW MH(MOPpMaLK

«  KaTteropusauus 1 NnpruopnTn3aLms ¢ y4eToM TPEHAO0B O
peanbHO aKCMyaTUPYyEMbIX YA3BMMOCTSX
3/10YMbILLNIEHHMKAMM

« YCTpaHeHue yasBMMOCTU MyTEM NPUMEHEHUSA aKTyasbHbIX
naT4yen obHoBNeHMs MO, NOAUTUK 6E30MACHOCTY NN
KOMMEHCUPYHOLLIMX Mep

¢ KOHTpOSIb He TOSIbKO CaMoro (akta ycTpaHeHns
YSI3BUMOCTHU, HO 1 Ka4YeCTBa TOro, Kak MMEHHO YA3BUMOCTb
6blna yCTpaHeHa




YMNPABEHUE YA3BUMOCTAMMU = BBAUMOJENCTBUE
T N nb WWninm rnoaPA44YNKA

YA3BMMOCTW €CTb BO MHOIUX
KOpPMNopaTMBHbIX CUCTEMAX, Byb TO
CEeTeBOW CErMEHT, NepcoHarbHble
KOMMbKOTEPDLI UK aXKe MPUHTEPDI.

[Tpn 9TOM camMoW aTaKyeMoW YaCTbHo
opraHmsaumu Bcerga oCcTaeTca ee
BHELLHWI CETEBOW MEPUMETD.

Te npoueccol Vb, koTopble oTBeYaroT
3a 6€30MacHOCTb BHELLHEro
NeprMETPA, M Ha3blBatOT NPOLECCOM
ynpaBfeHNA MOBEPXHOCTbHO aTakK
(aHrn. ASM — Attack Surface
Management).




BAPUAHTbBI PEAJIM3ALUWU NMPOLECCA ASM

Cunamu Tonbko cneunanuctos b u UT (pydyHoit Tpyn)

cneumanmampoBaHHoe 10 (ceTeBble cKaHepbl, asset management, ckaHepbl
YA3BMMOCTEN 1 T.1.)

aBTOMaTU3aLus B3auMoaencTemns ncnonbayemoro MO (MHTerpaums cuctem UB n NT)

MCMONb30BaHWE crneLmanmanpoBaHHbix niaTtdopm no ASM, KOTOpbIle arpernpyroT Bece
pe3ynbTaTbl CO BCEX CKAHEPOB M AAt0T eANHYHO KOHCO/b YNpaBaeHsa NOBEPXHOCTbIO
aTaku

OTAaaTb Ha ayTCOPCUHT



[MOCTPOEHWE PELLUEHUA CBOMMW CUJTTAMU

TPEBYET BOJ1bLIOI O KOJIMYECTBA BbICTPOEHHbLIX NMPOLIECCOB

JE |

OTYHETHbI CLI/GUI CMDB ITSM/ITAM
VulnScans

VAN

s O B Yk

AHanuTuk AOMWHWCTPaTOP CeTeBoW
YA3BUMOCTEN CKaHepoB NHXXeHep




[NPUMEP PACTIO0J10>)KEHUA AKTUBOB
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[TPOBJIEMATUKA

CNOXHOCTW BbI3bIBAET N TO, YTO BHELLHWI
NepuMeTp KOMMaHUM MOXKET CoAep>KaTb
60/bLLIOE KOMUYECTBO MHDOPMALIMOHHbBIX
CUCTEM M CEPBMUCOB M ABIAETCA CaMOm
aTaKyemMon YaCcTbko KOPMopaTUBHOM
MHMOPACTPYKTYPbI, K KOTOPON MMEKOT AOCTYM
BCe nosib3oBaTtesiv cetu VIHTepHeT.

|_|y6J'II/IKyI-OTCF| HOBblE CEPBNCbI, BBOOAATCAH B
9KCrJlyataunko HOBblE CNCTEMDbI, B

NPUITOXKEHUNAX NMOABNAKOTCA HOBbIE (byHKLl,l/Il/I.

Kaykgoe Takoe N3MeHeHne HeceT PNCK
NoABAEHNA HEO6E30MAaCHO HaCTPOEHHbIX
CUCTEM.




OTJINYNA CEPBUCA OT NMPOLECCA

30Hbl OTBETCTBEHHOCTHU

Stansi VM Pa6otbl S1ana Mpu nocTpoeHnn ceoero  MNpu NpuoBpeTeHu ASM
' - npouecca ASM - Kak cepsWuca
CKkaHMpOBaHWe CeTeBbIX akTUBOB NT n b [Noapsaaymk
CKaHMpoBaHMe BEG-NPUTOXKEHWUI T n b [MoapaaymK
ViHBEHTapu3aLms [TonCK TeHEBbIX M HE3aAOKYMEHTUPOBAHHbIX Nb [MNoapaa4mk
akTmBOB (via. OSINT)
CKaHMpoBaHMe ya3BMMOCTEN Nb [Moapaaymk
KaTeropusaums OueHKa YpoBHSA KPUTUYHOCTH Nb [Moapaaymk
Ha ocHOBaHWM TpeHaoB MUpa b [MoapaaymK
HpmopMTmsauMﬂ .......................................................................................
Ha ocHOBaHWM BaXKHOCTU aKTKMBa NT NT
[loaroToBka pekomMeHdaLmi Nb [Noapaa4mk
YcTpaHeHue AOMUHUCTpUpoBaHue IT-noacncTem T NT
AoMunHmncTpupoBaHue b-noacuctem Nb b
PaKTa yCcTpaHeHns Nb [Moapagumk
KOHTpOﬂb .......................................................................................
KadecTBa ycTpaHeHns b Nb




PELLULEHUE ANGARA ASM

CepBI/IC yripaBjieHund niaowaabro BHELWLWHUX aTakK

HenernpynTte pyTUHHbBIN NPOLIECC CKAaHMPOBaHNSA
BHELLHEro nepnumMeTpa npo®uibHbIM 3KCNepTaM U
ocBob6oAuTe pecypcbl Mb-nogpasgeneHnini KomnaHum s
BbIMOJIHEHNSA APYrnX 3a4au




CXEMA PABOTbl CEPBUCA ANGARA ASM
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AI'PEI' ALUNA BCEX PE3YJIbTATOB HA NMOPTAJIE

ANGARA

CeogHasa uHpopmauus

OO6HapyXeHHbIS XOCTh! Ha BHAWNHEM NepUMeTpe

446 356

OUEHKA KDUTHYHOCTH

KpuTuusan Cpeprna
1015% 62.31%
Boicoxan Huaxcan
0.87% 587%

BolABNEHHLIS ¥ YCTDAHEHHLIO YRIBUMOCTH

78.01% 21.99%

D Obmagy womaio XOCT

BoiRBNeMHbIE YRIBUMOCTH NO XOCTEM @
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. Mo yCTpaseno

2023 - 22.05,
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® Bussnewo @ Yerparono

U
A

BHIARNEHHDIE YHUKANDHBIE YAIBHMOCTH

I Noanepxka SSLv2 u SSLv3

MNposepka yrasumocTy VMware Horizon
Log4Shell (CVE-2021-44228) (VMSA-2021-
0028)

MHOXeCTBeHNbIe YASBMMOCTH Apache 2.4.x <
2454

| MHOXECTBEHHbIE YRIBUMOCTH Apache 2.4.x <

Yaanewssie cnyxtu
NPUHUMINOT NOAKMONONMA,
JWNSPOBaNNLIE C .,

B VMware Horizon
CYWecTayaT yRISUMOCTL
YABNOHHOTO BLINONHEHNUR

Bepcua Apache hitpd,
YCTAHORNEHHAA K
YASNEHHOM XOCTE, ..

Bepcua Apache hitpd,

i

32




OETAJIN TAPUOUKALINA

JIMUEH3NPOBAHWE HOMOJIHUTEJIbHbLIE OIUAnn
[10 KONMYECTBY BCEX CKaHMPYyeMblix |P- | [TonbITKKM aKcnyaTaLUnm ya3BUMOCTEN
a[lpecoB

OSINT n 3awnTa 6peHa
[0 NeprMoaNYHOCTU MHBEHTAPKW3aLMM
aKTVBOB

[TpOBepKa HECTOWKMX Naposen

N MHOIOE roe
[To NeprnognNYHOCT CKaHUPOBaHUS | APY

YA3BMMOCTEN



[MTOYEMY CTOUT OBPATUTBCH K HAM

ASM-MNTATOOPMA OT KOMIMTAHMUN ANGARA SECURITY:

nopTtan c B1u3yanmaaLnen u
peTpoaHaIn3om

py4YHas BepudurKaLms peKoMeHAaLmMM Ha PyCCKOM
YA3BUMOCTEN aHaIUTUKaMK A3blKe




Bbl O4A OJ14 KOMINAHUN

[MocTaBneHHble npoueccoM VM 3agayn Mo OTHOLLEHUIO K BHELLHEMY
NepMMeTpPY peLlaroTCsa ayTCOPCUHIOBbIMU CEPBUCAMM MO YNPaBEHUIO
naowaabto aTtak, HocALWMMM ogHOMMeHHOe Ha3BaHue Attack Surface
Management (ASM).

N BOT B YeM uX rnaBHas Bbiroaa:

He HaZo ncnonb3oBaTh Kakne 6bl TO HM ObINO on-prem CKaHepbl
yS:ISBI/IMOCTeI;I, TPaTUTb peCypCbl Ha X aAMUHNCTPUNPOBaHNE,
corpoBoXaeHne n pasmMelleHne

He Hago BbIAENATb KOMaHAY aHaNUTMKOB YA3BUMOCTEN A5 pa3bopa
NOXHOMOMOXMTENbHbIX CpabaTbiBaHNA 1 BEPUDMKALNM NONYYaEMbIX
MHOFOCTPaHNYHbIX OTYETOB
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He Hago oTcnexumBaTtb Bce YA3BNUMOCTU, MOABJTAOLLMECAH MO BCEMY
MNPy

He Hafo TpaTnTb pecypcbl Ha pacyeT YPOBHEN KPUTUYHOCTU
HaWZAEHHbIX YA3BMMOCTEN

He Hago nckaTb, KakKnM MMeHHO naTtyeM [0, NonanTrnkom 6€30MacHOCTM
NN KaKMMW KOMMNEHCNPYHOLWLNMKW MEPaMU 3aKpblBaTb YA3SBMMOCTb

He Hafo oTcnexrBaTb 3aKpPbITNE YA3BUMOCTWU

CEPBUC ANGARA ASM CLEJTAET BCE 9TO 3A BAC



ANGARA SECURITY

TECTUPOBAHUE
HA TNMPOHNKHOBEHWE.
[NMEHTECT U EI'O BUDb

Mwnxann CyxoB

PykoBoanTesib OTAeNa aHanmsa 3almLeHHOCTH
Angara Security




BUObl TECTUPOBAHUA HA NMPOHUMKHOBEHWE

CounoTEXHUYECKUI TeCT
dU3NYNCKUM TecT

BHyTpeHHee

BHellHee TeCTUpoBaHue TeCTUpoBaHUe Ha
Ha NMPOHUKHOBEHWE NMPOHNKHOBEHUE

AHanu3 3aluLLEHHOCTY <:| TecTupoBaHue Ha |‘
BEO-MPUIIOXKEHNIA NMPOHMKHOBEHME
AHanus saluLLLeHHOCTH <J u :
Cneundunyeckume
TecTupoBaHua 10




TECTUPOBAHUE HA TNPOHUKHOBEHWE

Pa6oTbl Mo MUTaLMK AENCTBUIA 3M10YMbILLNEHHNKA,
Lieslb KOTOPbIX — HECAHKLMOHMPOBAHHOE
NPOHUKHOBEHME B MHPOPMALIMOHHYHO CUCTEMY U
NOYYEHNIO AOCTYMNa K KOHbDUAEHLMANbHOW
MHPopMaLmn. Mpu aTnx paboTax HET LieNn HanNTK BCe
YA3BMMOCTMN.

Llenb — uMmuTaumna AencTBrm 3/10YyMbILLITTEHHUKAE U
JEMOHCTPAaLMA BEKTOPOB aTak, KOTOPble BO3MOXHO
peann3oBaTh C UCMOMb30BaAHNEM BbIAB/IEHHbIX
YA3BUMOCTEWN.

PesynbTaT paboTbl — OTYeET.




TECTUPOBAHUE HA TTPOHUKHOBEHWE

1.

BHeLLIHWA TeCT Ha NPOHUKHOBEHUE:

@ [IpoBOAMTCA N3 CETU VIHTEepHeT

® He TpebyroTcsa AONONHUTENbHbIE MpUBMAerun (YepHbI

ALLMK)
Llens — HC/1 BO BHYTpeHHto ceTb KC

BHYTpPEHHWI TECT HA MPOHUKHOBEHWE:

[IpoBOANTCS N3 NOKANbHOW CETU (C MPUCYTCTBUEM
aKcrnepTa Ha nnoLaake) nnun yaganeHHo (no VPN)

TpebyeTcs TOIbKO AOCTYM K CETEBOM PO3ETKN (HepHbIl
ALLMK) NN MUHUMAanNbHas ydeTHas 3annch (Cepblii

ALLMK)

Llens — nonydeHne ynpasnenua NC nnm
KOHMOWAEHLUMAMBbHbBIX AAHHbIX



AHAJTN3 3ALLMLLEHHOCTU
NPUNTOXXEHNW

[Ty6nunyHble BE6 M MOOUIbHBbIE MPUITOXEHUA MOTYT ObITb
He TONbKO TOYKOW BXO[a BO BHYTPEHHIOK CETb

KOMMNaHWM, HO 1 NNowaakon atakh KIIMEHTOB 3TUX
NPUNTOXKEHN.

TunoBble MOAEIN TECTUPOBaHUA:

YepHbIi AuIMK (HaM AaeTcsa TONbKO 06LLEAOCTYNHAs MHhoPMaLnS)

CepblIlt UMK (HaM AaroTCst MUHUMarbHble MPUBUIETNN B CUCTEME)

Benbit aumk (HamM AaroTCs MHOXECTBA NPUBUAErNIA 1 ONONHUTENbHAS
BHYTPEHHSAS MHHDOPMALIMA O MPUIOXKEHNAX)




AHAJIN3 SALLNLLEHHOCTH
BEECMPOBOJHbIX CETEUN

BecnpoBoHble ceT B cuny paanyca AeNcTBUSA ToYeK

[IOCTYMa BHE KOHTPOIMPYEMOTrO NepUMeTpa MOryT CTaTb eLle
O[JHOW TOYKOM BXOa BO BHYTPEHHIOHD CETb.

OueHuBaeTcs:

CTOMKOCTb MUCMOb3YeMbIX AaHHbIX ayTEHTUDUKALMM
KoppeKTHOCTb HAacTPoMKKM MexaHnamMoB 6esonacHocTh (WPA, Radius)

BO3MOXHOCTb MPOHMKHOBEHMSA BO BHYTPEHHIOKO CETb (M30M5LMSA CETEBDIX
CErMEHTOB)




COUNOTEXHUYHECKOE TECTUPOBAHWE

CnabblM 3BEHOM JTHOH60N MH(DOPMALIMOHHOM CUCTEMbI ABAETCS
YyesloBexk.

[pn paboTax BbIMNOTHAETCA KOMIMIEKC AENCTBUN, LieSbio KOTOPbIX
ABNAETCA NPOBEPKA OCBEAOMIEHHOCTM COTPYAHMKOB 06 aTakax
NPUMEHEHVEM METOOB COLMAaTbHON NHXEHEPUN.
PaspabaTbiBarOTCA pasnyHble CLEHapuUm 1 nerexbl,
9KCMyaTUPYHOLLIME YenoBeyeckme cnabocTu (Mo6onbITCTBO,
CTPax, Xa)<Ja HaXXnBbl 1 T.M.).

BapuaHTbl cLieHapu1eB:

Pasnununble Buabl nodToBoro guiimHra (phishing, spearphishing)
Tened®OHHbIN 063BOH paboTHMKOB (voice phishing)

MIMUTaLNS 3apaXkeHHbIX HOCUTENEN




MPOBEPKA YCTPAHEHUA YA3BUMOCTEWN

1o Hawen ctaTucTuke 40% ya3BMMOCTEN CPpefHEen N BbICOKOW KPUTUYHOCTU HE
YCTPaHAOTCA KOPPEKTHO.

[TpnYnHbI:

1. He npaBwuibHasa oLeHKa pUCKOB OT HAWAEHHbIX YA3BMMOCTMH,
2. He npaBUNbHOE UK HEMOHOE UCMNPaBSIEHNE YA3BMMOCTEN,
3. PacTdaHyTOCTb CPOKOB UCMNpaBeHns YA3BMMOCTEN,

4. VcnpaBneHue a4 raaoyku.

B pamMkax nepenpoBepku ysassmMMocTen VIcnonHnTenb NpoBepsaeT Obina nn
YA3BUMOCTb YCTPaHEHa N MOXXHO /1 060MTK UCTIPaBEHNE.




FINGFIRFI
SECURITY

CMACMBO 3A BHUMAHWE!

info@angarasecurity.ru
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WWWw.angarasecurity.ru

+7 (495) 269-26-06

K.T BLI «[Mapk Mobeabi»

121096, r. MockBa, yn. Bacunucbel KoxxunHow, a.1,
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